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ABSTRACT 

Artificial intelligence (AI) has rapidly transformed numerous industries, including banking.  Despite global 
economic challenges, the banking sectors in Indonesia and Malaysia have shown resilience and growth, 
actively adopting digital technologies. This study examines the effect of AI features on trust in banking 
industry of both countries. Besides AI features, this study explores other predictive factors such as income, 
gender, experience in using banking services and also frequency in dealing with banking services. 
Questionnaires were distributed to banking customers in Indonesia and Malaysia. Multiple regression 
analysis were performed using SmartPLS 4. The findings reveal that AI feature alone do not affect customer’ 
trust. Some demography factors also play the important roles.  The implications of this study are significant 
for both the banking sector and policymakers. By highlighting the role of AI in enhancing customer trust, the 
study underscores the importance of integrating advanced technologies to improve operational efficiency and 
customer experience. Prior studies focus on examining the determinants of technology adoption. This study 
is one among a very limited number of studies scrutinizing the adopted technological features on the 
customers’ trust in banking industry. 
Keywords: AI Features, Banking, Trust, Income, Banking Experience, Frequency, Indonesia, Malaysia 
 

1. INTRODUCTION 

Artificial Intelligence (AI) has made investing 
in information and communications technology 
essential for all industries. AI has undeniably 
advanced with many sophisticated technologies [1]. 
AI is rapidly evolving, allowing various industry 
sectors to harness its capabilities and enhance their 
business operations. It is considered a major force in 
digitalization, holding the potential to revolutionize 
several industries, especially the financial sector [2].  

In today's technological era, traditional banking 
institutions are facing increasing pressure and 
operational challenges [3], [4].  AI has played a 
pivotal role in transforming the banking industry [5]. 
It has revolutionized the sector by enabling 
personalized services and enhancing operational 
efficiency [6], [7], [8]. Given the banking industry's 
extensive data management and analytical 
requirements, the integration of AI technologies is 
expected to have a profound impact on the sector [4].  

The banking sectors in Indonesia and Malaysia 
have demonstrated resilience and growth despite the 
economic downturn. In Indonesia, the banking 
industry is progressively embracing digital 
technologies, with a particular emphasis on financial 
inclusion and improving access to banking services 
in underserved areas. The government and central 
bank have been proactive in encouraging digital 
banking and financial innovations to aid economic 
recovery. Similarly, in Malaysia, in line with the 
global fourth industrial revolution and the National 
Transformation 2050 (TN50) initiative, the country 
is advancing toward AI-driven innovation in the 
banking sector [9]. The Malaysian government, 
through the Malaysian Digital Economy 
Corporation (MDEC), has shown strong interest and 
taken proactive steps in advancing AI-enabled 
technologies. MDEC has brought together both local 
and international experts to create the National AI 
Framework, aiming to foster the development of the 
AI ecosystem in the country [5].  
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The integration of AI into banking has proven to 
be a powerful catalyst for the sector's growth. 
Malaysia’s robust financial infrastructure provides a 
significant advantage to its banking industry. 
According to Bank Negara Malaysia, by 2024, over 
97% of Malaysians will have internet access, 95% 
will own smartphones, and 96% of adults will have 
an active deposit account. In 2020, Bank Negara 
Malaysia also introduced the Regulatory Sandbox to 
support innovation in the sector [10]. It plays a 
crucial role in facilitating the testing of innovative 
AI applications in areas where regulatory barriers 
presently exist. 

Indonesia, as an emerging economy with a large 
population, offers a unique banking landscape. The 
country holds significant potential to drive economic 
growth by optimizing the role of financial 
technology as an intermediary [11]. The swift 
advancement of innovations in financial technology 
poses a challenge for central banks in harnessing the 
benefits of digitalization. Bank Indonesia recognizes 
the necessity of creating a policy framework that 
emphasizes digital innovation, including the 
efficient use of Artificial Intelligence (AI). 

The technological landscape is highly 
conducive to the growth of the Indonesian banking 
industry. The widespread adoption of smartphones 
and the Internet of Things (IoT) has facilitated the 
rapid expansion of financial technology and digital 
banking. This environment enables the integration of 
financial services across various platforms, driving 
innovation and promoting competition. The 
regulatory framework in Indonesia also plays a vital 
role in shaping AI adoption within the banking 
sector. Bank Indonesia, the country's central bank, 
has taken an active approach in developing policies 
and initiatives to support digital finance and AI 
integration. Recently, Bank Indonesia launched the 
Indonesian Payment System Blueprint (BSPI) 2025 
to further promote these advancements [12]. 

AI significantly contributes to the immense 
development of the banking industry [13], [14]. AI 
in banking system is projected to create better 
customer engagement[9]. Nevertheless, an 
advanced technology in banking also possesses a 
few disadvantages including cyber threats [15], [16] 
and security encounters [17]. In line with this, AI is 
anticipated to enhance banking performance, 
efficiency, and security. An AI-integrated banking 
system should ensure the accountability of the bank's 
activities and processes. Ultimately, the banking 
system must focus on building and strengthening 
customer trust[18]. 

A major challenge in developing countries is the 
lack of trust in institutional structures and systems, 

which prevents consumers from participating in 
online transactions due to the perceived risks [19]. 
By utilizing data analysis and machine learning, 
banks can ensure fairness and impartiality in their 
lending and investment practices, thereby building 
trust with customers who value ethical and 
responsible financial services [20]. Researchers have 
highlighted that trust represents consumers' belief in 
the reliability of providers of innovative 
technologies [21]. Researchers have pointed out that 
trust signifies consumers' confidence in the 
dependability of providers of innovative 
technologies. 

Some prior studies focus on the determinants of  
customers’ intention to adopt AI in banking services 
[9], [22], [23], [24]. There is a lack of study 
examining how AI implementation affects 
customers’ trust [25], [26]. This study examines the 
impact of AI on trust in the banking industry. By 
examining innovative applications of artificial 
intelligence and their effect trust, this study provides 
valuable insights into the future of banking in the 
dynamic Southeast Asian market. The current study 
examines the AI features in banking context 
comprising information quality [27], system quality 
[27], [28], online security [29], [30], customization 
[22], [31], and communication quality [27], [31]. 
Furthermore, this study also includes other variables 
such as gender, frequency using banking technology, 
experience using banking technology, and income. 
These variables are predicted to have impacts on 
trust. This study also compares two countries which 
are Indonesia and Malaysia. 

2. LITERATURE REVIEW 

2.1. AI in Banking Industry 

 In this era of technological advancement, 
traditional financial institutions are facing increased 
pressure and greater management challenges. The 
integration of AI into the banking sector represents a 
significant leap forward, allowing banks to enhance 
customer experiences, optimize operations, and 
minimize risks. As the adoption of AI grows, it is 
expected to continue transforming the banking 
industry, fostering a more efficient, secure, and 
customer-centric environment [9], [32]. Due to the 
extensive data management and analytical needs of 
the banking sector, the integration of artificial 
intelligence such as chatbots will have a significant 
impact on the industry [13] The application of AI is 
very useful for financial industry in terms of fraud 
detection and risk prevention. 
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The development of various disruptive 
technologies in the banking industry has reached the 
level of digital innovation [32]. AI is crucial for 
fraud detection and risk prevention. However, 
challenges such as the absence of regulatory 
requirements, concerns over data privacy and 
security, and the lack of necessary skills and IT 
infrastructure are significant obstacles in AI 
adoption [9]. AI is playing an important role in the 
digital transformation of the financial industry. 
Digital transformation has profoundly affected the 
banking sector in several ways such as enhancing 
customer experience, performing banking operation 
remotely, and other specialized financial services.  

 
2.2. AI Features and Trust in Banking Industry 

Several prior studies examined the factors 
influencing customers’ trust in banking industry. In 
the one hand, AI-embedded banking is expected to 
enhance accountable and transparent activities and 
operations. On the other hand, the more accountable 
banking operation is projected to enhance 
customers’ trust on technology-based banking 
system. Provided information including the 
information quality is a crucial factor affecting trust 
[22], [28]. AI adoption in banking should ensure the 
information is truthful, reliable, and transparent.  

Another study scrutinized the quality aspects of 
banking. Those include service and system quality 
[27], [28] Implementing AI should embed this 
quality element. Customers do not have a direct 
access into the banking system. Therefore, system 
quality becomes strength of banking to ensure the 
customers utilize the technology and advancement 
offered by the banks. Service quality refers to the 
facilities needed by the customers. Customization 
refers to the degree or process of modifying a service 
to meet the specific needs, preferences, of the 
customers [32].  

In banking, privacy and security are associated 
with financial risks [31]. Online security is found as 
a major factor influencing customers choice and 
decision in using banking technology [30]. 
Communication quality is another crucial aspect of 
banking powered by artificial intelligence [32]. 
Communication quality refers to the extent to which 
a bank delivers accurate, reliable, efficient, solution-
oriented, and time-saving information to customers. 
Therefore, this study proposes that AI features in 
banking should comprise information quality, 
system quality, online security, customization, and 
communication quality.  

AI is transforming roles in professional fields 
such as accounting, reshaping tasks and 
responsibilities to enhance accountability. AI will 

necessitate a reassessment of roles and 
responsibilities. AI does not only complement 
human functions but also takes on entirely new tasks, 
which will be held to accountability standards [33]. 

The changing dynamics of customer 
relationships, including factors like customer trust, 
have made traditional marketing strategies less 
effective in building and strengthening these 
connections. This highlights the need to integrate AI 
to foster more meaningful and personalized 
customer interactions. Technology-based banking 
should gain more trust than prior traditional system 
[34]. It is noteworthy that customers are increasingly 
turning to AI for guidance on managing their bank 
accounts and making specific investment choices.  

 
2.3. Hypotheses Development 

The integration of AI into the banking sector 
has greatly improved fraud detection and risk 
prevention. AI algorithms allow banks to identify 
and prevent fraudulent activities and gain more trust 
from their customers.  The AI features like 
customization, attractiveness and problem solving 
have made banking operations more attractive and 
innovative [6]. The utilization of AI tools such as 
chatbots and virtual assistants for customer service 
will lead to an enhanced and personalized banking 
experience. As AI-powered systems many banking 
advancements, it is expected that customers will 
perceive increased convenience, responsiveness, and 
efficiency, consequently contributing to higher 
levels of trust in the bank's commitment to customer 
satisfaction [35]. Based the above explanation, this 
study derives the following hypotheses: 

 
H1: Information quality positively affects 
customers’ trust 
H2: System quality positively affects customers’ 
trust 
H3: Online security positively affects customers’ 
trust 
H4: Customization positively affects customers’ 
trust 
H5: Communication quality positively affects 
customers’ trust 

 
Research indicates that individuals' trust in 

banks can vary based on their gender and income 
levels, as these factors can influence their 
perceptions of financial security and accessibility. 
Some prior study found that gender plays a critical 
role in behavior. Men can interact better with 
technology and have more positive response toward 
technology [36]Additionally, customers who have 
encountered problems with banking services in the 
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past may exhibit lower levels of trust, as negative 
experiences can lead to skepticism about the 
reliability of financial institutions. Furthermore, the 
frequency with which customers use banking 
technology, such as online or mobile banking, also 
affects trust, with frequent users generally having 
more confidence in the security and efficiency of 
digital banking systems. Together, these factors 
contribute to how customers perceive and trust the 
banking sector. 
 
H6: Income positively affects customers’ trust 
H7: Gender affects customers’ trust 
H8: Experience in using banking service affects 
customers’ trust 
H9: Frequency in using banking service affects 
customers’ trust 
 

3. RESEARCH METHODOLOGY  

In order to answer the research questions, 
this study distributed questionnaires to Indonesian 
and Malaysian banking customers. The closed ended 
questionnaire were designed to capture views and 
opinions perception of banking customers related to 
the impacts of AI on banking accountability and 
finally enhance customers’ trust and in Malaysia and 
Indonesia. The respondents were screened and 
ensured that they understood the context of AI in 
banking industry. The total of 221 complete 
responses were analysed using SEM PLS 4. The 
questionnaire instruments to asseess AI features use 
Likert Scale of 1 to 5 and consist of 21 elements 
confirming the AI features in banking.  Other factors 
include gender (binary), experience in using banking 
services (binary, if the customer experiences troubles 
dealing with banking technology), frequency using 
banking technology, and Income. 

 

 
  

Figure 1: Research model 

This study examines the relationship between 
technological investments and banking scalability 
and productivity through the following model: 

TR = b0 + b1IQ + b2SQ + b3OS  +  b4CS  + b5CQ + 
b6FRQ  +  b7GND  + b8INC  + b9TRB  + e 

TR : Trust 
IQ : Information Quality 
SQ : System Quality 
OS : Online Security 
CS : Customization 
CQ : Communication Quality 
FRQ : Frequency in using m-banking 
GND : Gender 
INC : Income 
TRB : Trouble using m-banking 
 

4. FINDINGS AND DISCUSSION 

This session presents the statistical results of 
the study. It is started with the descriptive statistics 
of the data. 

 

Figure 2: Range of Income of Indonesian 
Respondents 

Based on the data visualized in the pie chart 
above the Indonesian users of Mbanking is 
dominated by low income users. Up to 68% of users 
with income lower than 5 million followed by 10% 
users in the range of 5 million and up to 10 million 
rupiah which means almost 80% of Indonesian users 
of mbanking has a low very income. Only slightly 
more than 20% of users has a high income of more 
than 10 Million rupiah. 

Based on the data, most respondent of 
Indonesia Mbanking users is Female with the rate of 
67% users while the males have a much lower rate 
of only 32%. This indicates that majority of 

68.42%

10.53%

7.89%

9.65%
3.51%

Range of income

<Rp 5.000.000

Rp 5.000.000 -
10.000.000

Rp 10.000.000 -
15.000.000

Rp 15.000.000 -
30.000.000

>Rp 30.000.000
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respondents could mostly come from female 
students that have low income or allowance that are 
used to buy food and residents. 

 

 

Figure 3: Range of Income of Malaysian 
Respondents 

Malaysian user of Mbanking is evenly 
distributed from 28% in the low income class of less 
than RM 3.500 monthly up to 25% in the high 
income class of over RM 10.000 with a more diverse 
range of income the transaction being made with the 
application is surely done with a higher value and a 
more diverse range of people. 

Based on the data, majority of respondent 
or Mbanking users in malaysia is female with the 
rate of 67% with the male at only 32%. The detail 
amount of user is 72 female and 35 male 
respondents. 

 

 

Figure 4: Troubles with M-banking - Indonesia 

Based on the chart above more than half of 
Mbanking users has never experienced some sort of 
trouble while using the application. However 
45.61% of users has stated that they never have any 
troubles while using the application so its safe to 

assume that Mbanking applications are quiet reliable 
in Indonesia with troubles that still need to be fixed 
by the banks. 

 

 

Figure 5: Troubles with M-banking – Malaysia 

Based on the chart above 84.11% of 
Mbanking user in Malaysia has never experienced 
some kind of problem with their application. Only 
15.89% of users have experience any problems with 
their application this means that although Mbanking 
is widely used in Malaysia the application is not 
optimized well enough. 

Table 1: Multicollinearity 
 

Indonesia Malaysia 

VIF VIF 

CQ 3,798 1,690 

CS 3,242 1,816 

FRQ 1,637 1,215 

GND 1,126 1,801 

INC 1,531 1,160 

IQ 1,981 1,870 

OS 1,712 1,192 

SQ 2,607 1,230 

TRB 1,096 1,118 

CQ 3,798 1,690 
 

The values for all variables is below ten. 
When the value remains below the threshold of ten, 
it indicates that multicollinearity is not present [37]. 
The Breusch-Pagan test result shows that P value is 
0.886 for Malaysian model, and 0.112 for Indonesian 
model. Both are above 0.005 meaning that there is 
no heteroscedasticity problem. 

 

 

28.04%

3.74%

19.63%
23.36%

25.23%

Range of Income

<RM 3.500

RM 3.500 -
5.000

RM 5.000 -
7.0000

RM 7.000 -
10.000

>RM 10.000

54.39%
45.61%

Troubles with Mbanking

84.11%

15.89%

Trouble with online banking
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Table 3: The R-Square 

  Indonesia 
Malaysia 

 
R-

square 

R-
square 

adjusted 
R-

square 

R-
square 

adjusted 

TR 0.666 0.637 0.297 0.232 
 

 

 

The adjusted R-Square shows the influence 
of AI adoption in banking on on trust. For Indonesian 
case, the adjusted R-square explaining the influence 
of AI adoption  on customers’ trust is 0.637. 
Malaysian case is  different. The adjusted R-square 
explaining the influence of AI adoption on 
customers’ trust is 0.232. The R-square results 
indicate that the AI feature variables are good 
enough to explain accountability and trust. However, 
the proposed variables explain trust in Indonesian 
case better than Malaysian.  

 
Table 4: The Impact of AI features and Other 

Factors on Trust 

Relation- 
ship 

Indonesia Malaysia 
T 

statistics  
P 

values 
T 

statistics  
P 

values 

CQ 1,999 0,048 1,758 0,002 

CS 2,199 0,030 2,985 0,027 

FRQ 1,491 0,139 0,708 -0,188 

GND 0,576 0,566 0,381 -0,132 

INC 0,870 0,386 0,128 -0,048 

IQ 1,499 0,137 0,373 0,041 

OS 4,993 0,000 1,648 0,211 

SQ 0,652 0,516 2,165 -0,138 

TRB 0,419 0,676 1,536 -0,007 
*Significant at 0.05 

Table 5 explains the results of the impacts of 
AI features and other factors on customers’ trust. The 
value of F = 0.0000. This indicates that the 
predictable variables have simultaneously 
significant impact on customers’ trust.  

For both countries, Communication Quality 
(CQ) and Customization (CS) have significantly 
positive impacts on customers’ trust. Customization 
and communication quality in banking features have 
a significant impact on customer trust because they 

directly enhance the personal experience and 
transparency between banks and their customers. 
Customization allows banks to tailor services and 
offers based on individual preferences and needs, 
creating a sense of personal attention and increasing 
customer satisfaction [27]. When customers feel that 
banking services are designed to meet their specific 
requirements, they are more likely to trust the 
institution. Similarly, communication quality plays a 
crucial role in building trust by ensuring that 
customers receive clear, timely, and relevant 
information. Effective communication, whether 
through customer support, notifications, or updates, 
fosters a sense of reliability and openness, which is 
essential for gaining customer confidence. Together, 
these factors contribute to creating a positive 
relationship, encouraging customer loyalty and trust 
in the banking institution [32]. 

This study is in line with previous study 
stating that customization affects customers’ 
preference in adopting banking technology [32]. 
However, some other variables do not seem to have 
a significant impact on customers’ trust. For 
instance, prior studies also indicate that system 
quality does not satisfy customers’ expectation [27]. 
Another study also found that data security hinder 
the intention of customers to use banking 
technology. This means that online security of 
banking industry still becomes a challenge [18].  

According to the distribution data of income 
in Malaysia, it can be concluded that the majority of 
respondents are middle income individuals. For 
medium-income individuals, income can have a 
negative impact on banking trust due to perceived 
inequities in financial services and concerns over 
accessibility to the best banking products [22]. 
While they may not face the same barriers as lower-
income customers, medium-income individuals 
often find themselves in a gap where they do not 
qualify for premium services or favorable terms 
offered to higher-income clients. This can lead to 
feelings of being overlooked or underserved by 
banks, as they may struggle to access better loan 
rates, credit facilities, or personalized services. 
Additionally, medium-income customers may feel 
that their financial stability is more vulnerable to 
changes in the economy or banking policies, leading 
to greater anxiety and mistrust in the institution’s 
ability to protect their financial well-being. 
Consequently, these factors contribute to a 
diminished sense of trust in the banking system 
among medium-income individuals [31]. 

Experiencing trouble with mobile banking can 
significantly impact customer trust, as it creates 
doubts about the reliability, security, and efficiency 
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of the banking services. When users face frequent 
technical issues, such as app crashes, slow 
transaction processing, or difficulties accessing their 
accounts, it undermines their confidence in the 
bank’s ability to manage their financial needs 
effectively [38]. Furthermore, concerns over security 
breaches, such as unauthorized transactions or data 
leaks, are heightened when mobile banking systems 
fail to function smoothly, leading customers to 
question the safety of their personal information. 
These negative experiences can erode trust, as 
customers may feel their money and data are not 
adequately protected, and they may become 
reluctant to rely on mobile banking for future 
transactions. Trust is built on consistent, seamless 
experiences, and trouble with mobile banking 
disrupts this foundation, pushing customers away 
from using these services and towards more 
traditional, in-person banking methods [26]. 

5. CONCLUSION 

Traditional banking institutions are 
encountering growing pressure and operational 
difficulties. AI has been instrumental in reshaping 
the banking industry, revolutionizing the sector by 
facilitating personalized services and improving 
operational efficiency. Considering the banking 
industry's vast data management and analytical 
demands, the adoption of AI technologies is 
anticipated to significantly impact the sector. 

 This study examines the impact of AI on 
trust in the banking industry.  this study also includes 
other variables such as gender, frequency using 
banking technology, experience using banking 
technology, and income. These variables are 
predicted to have impacts on trust. This study also 
compares two countries which are Indonesia and 
Malaysia.  

The results indicate that customization and 
communication quality in banking features have a 
significant impact on customer trust in both 
Indonesia and Malaysia. Other than that, some 
demographic variables such as income, information 
quality, and customers’ experiences facing banking 
troubles have significant impact for Malaysian 
customers only. Other predicted variables do not 
seem to have significant impacts in this study. 

The implications of this study are 
significant for both the banking sector and 
policymakers. By highlighting the role of AI in 
enhancing customer trust, the study underscores the 
importance of integrating advanced technologies to 
improve operational efficiency and customer 
experience. For banks, the findings suggest that 

prioritizing AI-driven features, such as customized 
services and communication quality can strengthen 
customer relationships, boost loyalty, and enhance 
the overall credibility of financial institutions. 
Policymakers can also benefit from these insights by 
developing regulations that foster innovation while 
ensuring consumer protection in the rapidly evolving 
digital banking landscape. Ultimately, this study 
provides valuable guidance for shaping the future of 
banking in Malaysia and Indonesia, particularly in 
terms of leveraging technology to meet customer 
expectations and build trust in the digital age. 

This study is not without limitations. This 
study includes a limited number of samples and 
limited proxies of AI features. The results of this 
study are not generalizable since it compares two 
neighbour countries with similar cultures. 
Furthermore, this study involves a limited number of 
prior studies examining AI proxies in banking 
technology. It does not involve particular variables 
derived from either TAM or UTAUT.   

The following are suggestions for the better 
future studies. The subsequent studies are expected 
to involve more samples to derive the influencing 
factors. Other than that, future studies may compare 
the technological factors in different countries as 
well. The future studies may also include more 
demography variables such as age, education level, 
ethnicity, marital status, and also occupation. These 
factors may have influence on trust.   

 
 

Acknowledgement 

This work is supported by Bina Nusantara 
University as part of Bina Nusantara University’s 
BINUS International Research-Basic entitled 
“Investigating the Role of Artificial Intelligence in 
Enhancing Trust and Accountability in Banking 
Sector: The case of Indonesia and Malaysia” with 
contract number: 069B/VRRTT/III/2024 and 
contract date: March 18, 2024. 

References 

[1] N. A. Norzelan, I. S. Mohamed, and M. 
Mohamad, “Technology acceptance of 
artificial intelligence (AI) among heads of 
finance and accounting units in the shared 
service industry,” Technol Forecast Soc 
Change, vol. 198, Jan. 2024, doi: 
10.1016/j.techfore.2023.123022. 

[2] D. Barile, G. Secundo, and C. Bussoli, 
“Exploring artificial intelligence robo-
advisor in banking industry: a platform 



Journal of Theoretical and Applied Information Technology 
31st December 2024. Vol.102. No. 24 

©   Little Lion Scientific  
 

ISSN: 1992-8645                                                                    www.jatit.org                                                     E-ISSN: 1817-3195 
 

 
8986 

 

model,” Management Decision, 2024, doi: 
10.1108/MD-08-2023-1324. 

[3] A. R. D. Rodrigues, F. A. F. Ferreira, F. J. C. 
S. N. Teixeira, and C. Zopounidis, 
“Artificial intelligence, digital 
transformation and cybersecurity in the 
banking sector: A multi-stakeholder 
cognition-driven framework,” Res Int Bus 
Finance, vol. 60, no. November 2021, p. 
101616, 2022, doi: 
10.1016/j.ribaf.2022.101616. 

[4] S. Hasan, E. R. Godhuli, M. S. Rahman, and 
M. A. Al Mamun, “The adoption of 
conversational assistants in the banking 
industry: is the perceived risk a moderator?,” 
Heliyon, vol. 9, no. 9, p. e20220, 2023, doi: 
10.1016/j.heliyon.2023.e20220. 

[5] M. Rahman, T. H. Ming, T. A. Baigh, and M. 
Sarker, “Adoption of artificial intelligence in 
banking services: an empirical analysis,” 
International Journal of Emerging Markets, 
vol. 18, no. 10, pp. 4270–4300, 2023, doi: 
10.1108/IJOEM-06-2020-0724. 

[6] F. Mi Alnaser, S. Rahi, M. Alghizzawi, and 
A. H. Ngah, “Does artificial intelligence 
(AI) boost digital banking user satisfaction? 
Integration of expectation confirmation 
model and antecedents of artificial 
intelligence enabled digital banking,” 
Heliyon, vol. 9, no. 8, p. e18930, 2023, doi: 
10.1016/j.heliyon.2023.e18930. 

[7] T. P. T. Nguyen, “Comparison of efficiency 
and technology across the banking systems 
of Vietnam, China and India: A stochastic 
cost and revenue meta-frontier approach,” 
Benchmarking, vol. 25, no. 9, pp. 3809–
3830, Nov. 2018, doi: 10.1108/BIJ-04-2017-
0078. 

[8] F. Ji and A. Tia, “The effect of blockchain on 
business intelligence efficiency of banks,” 
Kybernetes, vol. 51, no. 8, pp. 2652–2668, 
Jul. 2022, doi: 10.1108/K-10-2020-0668. 

[9] M. Rahman, T. H. Ming, T. A. Baigh, and M. 
Sarker, “Adoption of artificial intelligence in 
banking services: an empirical analysis,” 
International Journal of Emerging Markets, 
vol. 18, no. 10, pp. 4270–4300, Nov. 2023, 
doi: 10.1108/IJOEM-06-2020-0724. 

[10] N. F. A. Rahim, A. R. Jaaffar, M. N. Sarkawi, 
and J. binti Shamsuddin, “Fintech and 
Commercial Banks Development in 
Malaysia: Continuous Intention to Use 
Fintech Services in IR 4.0 Environment,” in 
Modeling Economic Growth in 
Contemporary Malaysia, Emerald Group 

Publishing Ltd., 2021, pp. 235–253. doi: 
10.1108/978-1-80043-806-420211018. 

[11] Darmansyah, B. A. Fianto, A. Hendratmi, 
and P. F. Aziz, “Factors determining 
behavioral intentions to use Islamic financial 
technology: Three competing models,” 
Journal of Islamic Marketing, vol. 12, no. 4, 
pp. 794–812, 2020, doi: 10.1108/JIMA-12-
2019-0252. 

[12] N. Iman, S. S. Nugroho, E. Junarsin, and R. 
Y. Pelawi, “Is technology truly improving 
the customer experience? Analysing the 
intention to use open banking in Indonesia,” 
International Journal of Bank Marketing, 
vol. 41, no. 7, pp. 1521–1549, 2023, doi: 
10.1108/IJBM-09-2022-0427. 

[13] N. J. Dewasiri, K. S. S. N. Karunarathna, M. 
S. Hansini Rathnasiri, D. G. Dharmarathne, 
and K. Sood, “Unleashing the challenges of 
chatbots and ChatGPT in the Banking 
Industry: Evidence from an emerging 
economy,” in The Framework for Resilient 
Industry: A Holistic Approach for 
Developing Economies, Emerald 
Publishing, 2024, pp. 23–37. doi: 
10.1108/978-1-83753-734-120241002. 

[14] A. Maček, M. Murg, and Ž. V. Čič, “How 
Robotic Process Automation is 
Revolutionizing the Banking Sector,” in 
Managing Customer Experiences in an 
Omnichannel World: Melody of Online and 
Offline Environments in the Customer 
Journey, Emerald Group Publishing Ltd., 
2020, pp. 271–286. doi: 10.1108/978-1-
80043-388-520201020. 

[15] Y. Creado and V. Ramteke, “Active cyber 
defence strategies and techniques for banks 
and financial institutions,” J Financ Crime, 
vol. 27, no. 3, pp. 771–780, Oct. 2020, doi: 
10.1108/JFC-01-2020-0008. 

[16] N. TN and M. Shailendra Kulkarni, “Zero 
click attacks – a new cyber threat for the e-
banking sector,” J Financ Crime, vol. 30, no. 
5, pp. 1150–1161, Nov. 2023, doi: 
10.1108/JFC-06-2022-0140. 

[17] A. K. Bolourforoush and H. Jahankhani, 
“Security challenges of digital 
transformation in smart cities: Case of 
banking sector,” in Technology and Talent 
Strategies for Sustainable Smart Cities: 
Digital Futures, Emerald Publishing, 2023, 
pp. 247–273. doi: 10.1108/978-1-83753-
022-920231012. 

[18] H. Stewart and J. Jürjens, “Data security and 
consumer trust in FinTech innovation in 



Journal of Theoretical and Applied Information Technology 
31st December 2024. Vol.102. No. 24 

©   Little Lion Scientific  
 

ISSN: 1992-8645                                                                    www.jatit.org                                                     E-ISSN: 1817-3195 
 

 
8987 

 

Germany,” Information and Computer 
Security, vol. 26, no. 1, pp. 109–128, 2018, 
doi: 10.1108/ICS-06-2017-0039. 

[19] B. Krishna, S. Krishnan, and M. P. 
Sebastian, “Understanding the process of 
building institutional trust among digital 
payment users through national 
cybersecurity commitment trustworthiness 
cues: a critical realist perspective,” 
Information Technology and People, 2023, 
doi: 10.1108/ITP-05-2023-0434. 

[20] L. F. Rodrigues, A. Oliveira, and H. 
Rodrigues, “Technology management has a 
significant impact on digital transformation 
in the banking sector,” International Review 
of Economics and Finance, vol. 88, pp. 
1375–1388, Nov. 2023, doi: 
10.1016/j.iref.2023.07.040. 

[21] P. Kumar, S. Chauhan, P. Gupta, and M. P. 
Jaiswal, “A meta-analysis of trust in mobile 
banking: the moderating role of cultural 
dimensions,” International Journal of Bank 
Marketing, vol. 41, no. 6, pp. 1207–1238, 
Aug. 2023, doi: 10.1108/IJBM-02-2022-
0075. 

[22] A. A. Alalwan, Y. K. Dwivedi, and N. P. 
Rana, “Factors influencing adoption of 
mobile banking by Jordanian bank 
customers: Extending UTAUT2 with trust,” 
Int J Inf Manage, vol. 37, no. 3, pp. 99–110, 
Jun. 2017, doi: 
10.1016/j.ijinfomgt.2017.01.002. 

[23] P. Khanna and A. Haldar, “Will adoption of 
blockchain technology be challenging: 
evidence from Indian banking industry,” 
Qualitative Research in Financial Markets, 
vol. 15, no. 2, pp. 361–384, Mar. 2023, doi: 
10.1108/QRFM-01-2022-0003. 

[24] L. Ferri, M. Maffei, R. Spanò, and C. 
Zagaria, “Uncovering risk professionals’ 
intentions to use artificial intelligence: 
empirical evidence from the Italian setting,” 
Management Decision, 2023, doi: 
10.1108/MD-02-2023-0178. 

[25] Q. Al-Hammouri et al., “Explore the 
Relationship between Security Mechanisms 
and Trust in E-Banking: A Systematic 
Review,” 2021. [Online]. Available: 
http://annalsofrscb.ro 

[26] V. Skvarciany and D. Jurevičienė, “Factors 
affecting personal customers’ trust in 
traditional banking: case of the Baltics,” 
Journal of Business Economics and 
Management, vol. 18, no. 4, pp. 636–649, 

Jul. 2017, doi: 
10.3846/16111699.2017.1345784. 

[27] S. K. Sharma and M. Sharma, “Examining 
the role of trust and quality dimensions in the 
actual usage of mobile banking services: An 
empirical investigation,” Int J Inf Manage, 
vol. 44, pp. 65–75, Feb. 2019, doi: 
10.1016/j.ijinfomgt.2018.09.013. 

[28] A. Geebren and A. Jabbar, “Factors that 
influence customer trust and satisfaction in 
mobile banking: A problematization 
approach,” International Journal of e-
Business Research, vol. 17, no. 3, pp. 66–82, 
Jul. 2021, doi: 10.4018/IJEBR.2021070105. 

[29] J. A. Sánchez-Torres, F. J. A. Canada, A. V. 
Sandoval, and J. A. S. Alzate, “E-banking in 
Colombia: factors favouring its acceptance, 
online trust and government support,” 
International Journal of Bank Marketing, 
vol. 36, no. 1, pp. 170–183, 2018, doi: 
10.1108/IJBM-10-2016-0145. 

[30] J. L. Chiu, N. C. Bool, and C. L. Chiu, 
“Challenges and factors influencing initial 
trust and behavioral intention to use mobile 
banking services in the Philippines,” Asia 
Pacific Journal of Innovation and 
Entrepreneurship, vol. 11, no. 2, pp. 246–
278, Aug. 2017, doi: 10.1108/apjie-08-2017-
029. 

[31] P. Tiwari, S. K. Tiwari, and A. Gupta, 
“Examining the Impact of Customers’ 
Awareness, Risk and Trust in M-Banking 
Adoption,” FIIB Business Review, vol. 10, 
no. 4, pp. 413–423, Dec. 2021, doi: 
10.1177/23197145211019924. 

[32] F. Mi Alnaser, S. Rahi, M. Alghizzawi, and 
A. H. Ngah, “Does artificial intelligence 
(AI) boost digital banking user satisfaction? 
Integration of expectation confirmation 
model and antecedents of artificial 
intelligence enabled digital banking,” 
Heliyon, vol. 9, no. 8, Aug. 2023, doi: 
10.1016/j.heliyon.2023.e18930. 

[33] S. Leitner-Hanetseder, O. M. Lehner, C. 
Eisl, and C. Forstenlechner, “A profession in 
transition: actors, tasks and roles in AI-based 
accounting,” Journal of Applied Accounting 
Research, vol. 22, no. 3, pp. 539–556, 2021, 
doi: 10.1108/JAAR-10-2020-0201. 

[34] V. Melnyk, “Transforming the nature of trust 
between banks and young clients: from 
traditional to digital banking,” Qualitative 
Research in Financial Markets, vol. 16, no. 
4, pp. 618–635, Jun. 2024, doi: 
10.1108/QRFM-08-2022-0129. 



Journal of Theoretical and Applied Information Technology 
31st December 2024. Vol.102. No. 24 

©   Little Lion Scientific  
 

ISSN: 1992-8645                                                                    www.jatit.org                                                     E-ISSN: 1817-3195 
 

 
8988 

 

[35] Q. T. T. Nguyen, L. T. H. Ho, and D. T. 
Nguyen, “Digitalization and bank 
profitability: evidence from an emerging 
country,” International Journal of Bank 
Marketing, vol. 41, no. 7, pp. 1847–1871, 
Dec. 2023, doi: 10.1108/IJBM-03-2023-
0156. 

[36] R. F. Malaquias and Y. Hwang, “An 
empirical study on trust in mobile banking: 
A developing country perspective,” Comput 
Human Behav, vol. 54, pp. 453–461, Jan. 
2016, doi: 10.1016/j.chb.2015.08.039. 

[37] N. P. Osazuwa and A. Che-Ahmad, “The 
moderating effect of profitability and 
leverage on the relationship between eco-
efficiency and firm value in publicly traded 
Malaysian firms,” Social Responsibility 
Journal, vol. 12, no. 2, pp. 295–306, Jun. 
2016, doi: 10.1108/SRJ-03-2015-0034. 

[38] N. Iman, S. S. Nugroho, E. Junarsin, and R. 
Y. Pelawi, “Is technology truly improving 
the customer experience? Analysing the 
intention to use open banking in Indonesia,” 
International Journal of Bank Marketing, 
vol. 41, no. 7, pp. 1521–1549, Dec. 2023, 
doi: 10.1108/IJBM-09-2022-0427. 
  
 


